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Discussion

At SA2 #132, a TS 23.503 CR (S2-190437, CR 0242-Rev 2) was agreed for xBDT.

This agreed CR established the principle that the existing URSP framework will be used to deliver BDT policy information to the UE. The CR also explains that the policy information contains a time window and location criteria that needs to be met for background data transfer.
The CR adds 4 editor’s notes that should be resolved in order to complete the xBDT work.

This paper discusses the 4 editor’s notes and proposes how to resolve them.

At the end of the paper, we also discuss the following topics.

· How the NEF (or AF) performs PCF discovery given that the UE might not have any PDU Sessions.

· Updates that are needed to the NEF service operations 
· Updates that are needed to the PCF service operations

Discussion on Editor’s Note #1 and Proposed Resolution

The first editor’s note is “It is FFS how the PCF knows that the background data transfer policy information should be sent to the UE.”.

In order to answer this question, we think that it is helpful to consider the following use case. 
There is a UE with a sensor application that collects data. The AF wants to configure a BDT policy so that the UE uploads the sensor data according to the BDT policy. This policy should be sent to the UE. There are other times when the AF wants to download a software upgrade to the UE.  For the SW upgrade case, the AF wants to use a BDT policy, however there is no need for the policy to be sent to the UE.

Observation 1: It cannot be assumed that, for a given UE, all BDT polices should be sent to the UE. The PCF needs to determine if the policy should be sent to the UE since it is the node that sends the policy the to the UE. However, the PCF does not know what type of application is using the policy (e.g. Software Upgrade Download or Sensor Reading Upload). Thus, the PCF needs some information from the AF in order to decide if the policy should be sent to the UE. 
Observation 2: When the policy is being applied to an existing session, there is no need to send it the UE.

Option 1: The AF knows how the policy will be used (i.e. UE or AF initiated traffic) when it requests that the policy be activated. Thus, the AF can indicate to the network if the BDT policy will be used for UE or AF Initiated Traffic. Thus, the AF can indicate to the network if the BDT policy will be used for UE or AF Initiated Traffic when it requests that the network applies the policy to the UE. The PCF can then use this indication and local policies to decide if the policy is sent to the UE.
Option 2: The PCF could assume that when the policy is being applied to an existing PDU session, it does not need to be sent to the UE. When the policy is applied to a future PDU session, the PCF may use local policies to decide if the policy should be sent to the UE.

Proposal: Standardize option 2 in order to avoid the need for an addition indication from the AF.
Discussion on Editor’s Note #2 and Proposed Resolution

The second editor’s note is “It is FFS when the AF provides the External Identifier of the UE(s) to the PCF (i.e. whether it is provided in the same procedure that creates the policy or in a procedure after the policy is created).”.

In the existing Rel-15 procedure, the UE ID is provided in a separate step.  The reason it is done this way is because the PCF that creates the policy is not necessarily a PCF that is serving the UE.  In xBDT, it is also true that the PCF that creates the policy is not necessarily the same PCF that serves the PDU session. Thus, we prefer to follow the same principle in xBDT. 
The existing background data transfer procedure is essentially a 3 step process.

1. The AF invokes Nnef_BDTPNegotiation_Create to ask for a policy and the NEF/PCF provides the AF with one or more policies. (Steps 1-7 of TS 23.502 clause 4.16.7.2)

2. (conditional) If the AF was given more than one policy in the previous step, then the AF tells the NEF/PCF which policy it selects. (Steps 8-11 of TS 23.502 clause 4.16.7.2)

3. For every UE that the AF wants the policy to apply to, the AF invokes the Npcf_PolicyAuthorization_Create service directly with the PCF or via the NEF.  Note that the PCF that is used in step 3 is a PCF that is serving the UE.  It might not be the same PCF as in steps 1 and 2.

If xBDT follows existing principles, the AF could invoke the invoke a PCF service directly with the PCF or via the NEF for every UE that should get the policy. 
It has been discussed that the overall 3 step procedure can be optimized by providing the UE Identities (or a group ID) in the Nnef_BDTPNegotiation_Create API so that step 3 would not be needed.  The problem with this approach is that the UEs in the group might not all be served by the same PCF.

Proposal: In order to reuse, as much as possible, the existing BDT framework we propose to follow the logic of the existing BDT procedure and say that the AF can provide the UE ID to the PCF in a third step. However, since the PDU session has not been established yet, the UE will be identified with its External ID instead of IP Address.
Discussion on Editor’s Note #3 and Proposed Resolution

The third editor’s note is “It is FFS whether the PCF needs to know if the BDT policy is successfully provisioned in UE or not.”.

This is already part of the normal URSP framework (see section 4.2.4.3 (Step 5) of TS 23.502).  Thus, we think that the note can be deleted.
Proposal: Delete editor’s note #3 with no further change.

Discussion on Editor’s Note #4 and Proposed Resolution

The fourth editor’s note is “How the PCF that serves the PDU Session retrieves the background data transfer policy is FFS.”
Background Discussion on Editor’s Note #4:

Existing BDT Behaviour is as follows: 

· When a BDT policy is requested, a PCF (PCF#1) creates the policy.  This PCF (PCF#1) does not necessarily know what UEs will use the policy. The policy is stored in the UDR.

· The AF will later activate the policy for the UE when the time window that is associated with the policy is approaching. The PCF that the AF contacts will be the PCF that is serving the PDU session that the policy applies to (PCF#2). The AF will use the AF session information (the IP address of the UE) to determine PCF#2’s contact information. The AF will identify the policy with the background data transfer reference ID. PCF#2 will then use the background data transfer reference ID to retrieve the policy.

Observation 1: There are 2 PCF’s involved in the existing BDT procedure.

Other relevant points about the existing procedure:

Observation 2: The UDR’s Nudr_DM_Query service (TS 23.502, section 5.2.12) already allows the PCF to use the BDT Reference ID as a key to retrieve a specific BDT policy. 

Observation 3: At PDU Session Establishment, the PCF will retrieve policy information for the PDU session.  Per TS 23.503, section 6.2.1.3 “The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control data" is described in Table 6.2-2.”.

Observation 4: The information that is fetched from the UDR at PDU Session Establishment does not include the background data transfer policy. 

Observation 5: In the existing procedure, the PCF obtains the BDT Policy when the AF tells the PCF the BDT Reference ID and asks the PCF to apply the policy to an existing session.

Observation 6: In the new xBDT procedure, when the AF tells the network that the policy applies to a UE, the PDU does not exist yet. 

Assuming we follow the same principles as the existing procedure, the xBDT procedure can work as follows: 

· When the BDT policy is requested, a PCF (PCF#1) creates the policy.  This PCF (PCF#1) does not necessarily know what UEs will use the policy. The policy is stored in the UDR. (This is the same as the existing procedure)

· The AF will later tell the network that the policy applies to the UE. However, since the PDU Session has not been established by the UE yet, the AF cannot contact the PCF that will serve the PDU session.  The AF will contact a PCF (PCF#2) that is serving the UE and request that the policy be sent to the UE as part of a URSP.  The AF will use the UE Identifier to determine contact information for PCF#2. The AF can use the Background Data Transfer ID to identify the policy and the contacted PCF#2 can use the ID to retrieve the policy.  PCF#2 can then send the policy to the UE using the existing URSP framework and store the policy in the UDR as part of the UE’s policy set.
· Later, when the PDU Session is established, the PCF that serves the PDU session (PCF#3) will fetch the UE’s policy set from the UDR. The policy set will include the BDT information. 

Observation 6: For the new procedure, the AF cannot provide BDT Reference ID to the PCF that serves the PDU Session.  The AF does not know what PCF will serve the PDU Session or the exact time when the UE PDU session would be established.
Proposal: The editor’s note can be deleted. Some text should be added to 23.503 to explain that when the BDT information is sent to the UE as part of a URSP by the PCF, the PCF will store the Background Data Transfer Reference ID in the UE’s PDU Session policy control subscription information. Later, when the PDU Session is established, the PCF will use the reference ID to fetch the policy from the UDR and derive PCC rules. 
Discussion on PCF Discovery

When the AF requests that the policy be applied and sent to the UE, it can contact any PCF that is serving the UE.  In such a scenario, the AF (or NEF) invokes the Nbsf_Management_discovery service to discover a PCF that is associated with one of the UE’s PDU Sessions. However, it might be the case that the UE has no PDU Sessions. Thus, it needs to be decided how the AF (or NEF) discovers the PCF that has been associated with the UE for AM polices.

Observation 1: The PCF can invoke the Nbsf_Management_Register service to register that it is serving a UE’s PDU session.  The AF (or NEF) invokes the Nbsf_Management_discovery service to discover the PCF that is associated with a UE’s PDU Session.
Observation 2: The UE might not have any active PDU sessions, thus the BSF can not be used to discover a PCF that is serving the UE.

Proposal: The Nbsf_Management_Register service can be updated to allow a PCF to register when it is serving a UE for AM polices.  The Nbsf_Management_discovery service may be updated to allow the AF (or NEF) to discover what PCF is serving the UE for AM policies.
Discussion on Updates to the NEF Service Operations

In the existing BDT procedure, the AF uses the Nnef_ChargableParty_Create or Nnef_ChargableParty_Update service operations to apply the BDT policy to an existing session.  This is detailed in section “4.15.6.4 Set a chargeable party at AF session setup” of TS 23.502 and section “4.15.6.5 Change the chargeable party during the session” of TS 23.502.

Observation 1: The existing procedures are related to setting up a session or modifying a session and are also used for operations related to flow sponsorship.

Observation 2: Given that the names of the procedures imply an existing session and the existing procedures are already overloaded to also support sponsorship, it seems like it would be confusing to add an option to the procedure that in no way relates to an existing flow.

Proposal: Add a new NEF service operation for applying a policy to a UE.  The inputs to the procedure would be External Identifier and Background Data Transfer Reference ID.
Discussion on Updates to the PCF Service Operations

Similar to the discussion on NEF Service Operations in the previous section…..

In the existing BDT procedure, the NEF uses the Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Create service operations to apply the BDT policy to an existing session.  This is detailed in section “4.15.6.4 Set a chargeable party at AF session setup” of TS 23.502 and section “4.15.6.5 Change the chargeable party during the session” of TS 23.502.

Observation 1: The existing procedures are related to setting up a session or modifying a session and are also used for operations related to flow sponsorship.

Observation 2: Given that the names of the procedures imply an existing session and the existing procedures are already overloaded to also support sponsorship, it seems like it would be confusing to add an option to the procedure that in no way relates to an existing flow.

Proposal: Add a new PCF service operation for applying a policy to a UE.  The inputs to the procedure would be SUPI and Background Data Transfer Reference ID.

S2-1905368 (a TS 25.503 CR) and S2-1905369 (a TS 25.502 CR) are submitted to this meeting.
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